3GPP T2 SWG3 Seattle Meeting

Tuesday, August 14, 2001
1. Introductions

2. Agenda Setting

3. Reporter: Alan Stebbens, Openwave Systems

4. Review of input document list

5. Objectives of the meeting(s)

a. Persistent Storage

b. MMS Charging

c. MM1 mappings to existing IETF messaging standards

d. MM7 scope/definition

6. Other business

a. USIM storage

b. USIM provisioning related to MMS

c. Mobile Number Portability in MMS (ran out of time)

d. Address resolution on MM4
7. Review of meeting output and action items

8. Identification of open issues and subject matter leaders

9. Closing of meeting

Review T2MS-010005 Refinement of the reply-charging service behaviour description, presented by Andreas (Siemens)

Added text to clarify the reply-charging function.

Some discussion on whether the document category is essential; it was agreed that the changes are essential (to Rel-4).

Soren (Motorola) asked if there should be some kind of information element that identifies that text is the only type currently accepted for reply charging.

Soren also suggested that some of the information elements that are delivered on the notification should also be delivered on the retrieval – in other words, they are not “optional”, but instead are “conditional”.  

Vasilis (Openwave) agreed that this was an important issue, and suggested that Motorola produce a contribution on this issue.

Review T2MS-010006 Backwards Compatibility Problem in Reply-Charging
DRAFT CR to TS 23.140 R4, presented by Andreas (Siemens)

Describes a compatibility issue where the mobile terminal supports reply-charging and the relay/server does not.

Alan (Openwave) liked the analysis done by Siemens but thinks that the issue is larger than just reply-charging support, and suggested that creating a header to determine the support status of each feature is not a workable solution.  A more general solution to the compatibility issues for many features is needed.

A discussion ensued as to how to address the compatibility issues between differing versions of MMS elements (ie: user agent and relay/server).  It was suggested that perhaps a CAPABILTIES feature from the relay to the user agent is needed.

A review of the Siemen’s analysis table indicates that the problem is essentially with “old” (pre-Release-4) MMS Relay/Servers not recognizing the reply-charging feature.

Alan says that this is a “boundary” condition of compatibility issues between largely non-existent software and newly developed specifications.  Who has built an MMS Relay/Server without reply-charging support?  Will any carriers actually use it?  If not, let’s not spend too much time working on this issue.

Rami (Comverse) says that the WAP specs do not current support reply-charging, and thus cannot be used to build support for them.  Perhaps some contributions to the WAP forum may help get the WAP specs improved with the reply-charging functionality?

Alan suggested that, instead of an information element just for reply-charging support, the MMS Relay/Servers add an information element of “Capabilities:” to each MM, and list those MMS features that are supported, possibly qualified.

Alan says that he supports the textual changes in the CR, but does not think that inserting a specific header just for reply-charging is the correct way to go.

Vasilis volunteers to work with Andreas on this document.
Reviewed T2MS-010007 (reply-charging across two MMSEs), by Andreas (Siemens)

Proposes that new information elements be added to indicate to the recipient UE whether or not reply-charging is supported by the intervening MMS relay/servers.  This change is not meant to actually support reply-charging across MMSEs but is attempting to avoid future compatibility issues.

Reviewed T2-010481 OPWV CR 23.140-420 Server-based Mailbox-c

Alan presented the high-level descriptions of mailboxes and their functions.  

A long discussion on the functionality of persistent storage occurred.  Alan took “whiteboard” notes on the discussion, which are reported below.

· What to call it?

A discussion was started about what to call it, since there did not seem to be any consensus on its name.

Rami suggested calling it a “mailbox”, since this is what it is called everywhere else.

Some felt that calling it a “mailbox” would make it more difficult to distinguish from an Internet email mailbox.

Alan took a quick survey of the group to determine candidate names.  The result was “MMSbox”, “MMbox”, “Mailbox”.  The group achieved consensus on “MMBox”.
· What is the minimum functionality for MM1 persistent storage?

Alan suggested that eventual consensus in SWG3 and T2 would be possible only if the group focused on the minimum acceptable functionality, and not worry at this time about extra functionality.  He called this minimum acceptable functionality a “basic” level of service.  Of course, vendors would be free to add value to MMS by providing additional functions, but a “basic service” should be standardized in order to make MMS mobiles and relay/servers interoperable.

The table below is a summarization of the whiteboard notes collected from the general discussion on minimum functionality.

	Abstract Transaction Functionality

	Retrieve, with windowing
, an MM, or information about an MM

	List, with windowing, selected MMs by some search & sort
 criteria


	File MM into a folder

	Copy (or move) an MM into a folder

	Delete one or more MMs

	Forward an MM or part of it (w/o downloading)

	Set/Update MM State: New, Unread, Seen, Deleted, Delivery-Report, Read-Reply-Report, Expired

	List Inbox (Folder) Information


	Select a folder

	Create a folder

	Delete a folder

	Set, Get, & Update Storage Profile


	Purge deleted MMs


Alan will create a CR describing persistent storage in terms of these functions and publish.
Wednesday, August 15, 2001
Reviewed T2MS-010015 (2000.01.18 MMS Proxy Proposal), by Soren (Motorola)

Presented a messaging protocol based on HTTP, with a web-based messaging gateway to an IMAP server.

Vasilis (Openwave) says that HTTP-based proxies can work, but since http is not a messaging protocol in itself, require that a new messaging protocol on top of http be developed.  This will require significant development time and does not take advantage of the economies of scale that exist when using SMTP and IMAP.

Alan (Openwave) said that Openwave, in general, supports the idea of using HTTP as a transport, and has two different products in operation at many customers using just this mechanism.  However, based on the experience of our customers using these products, and in response to some customers wishing to create an even better solution, we have created a mobile messaging architecture based on wireless profiles of both SMTP and IMAP, and bypassing the overhead of layering on top of HTTP.  This results in true end-to-end connectivity between a messaging client (the MMS User Agent) and a messaging server (the MMS Relay/Server).

One of the learnings of using http as the messaging transport is that the customers were required to create a new unique messaging protocol on top of http, and this means unique messaging firmware on the handset.  Since most handset vendors are already putting SMTP and IMAP clients on the handsets, it is very easy to reconfigure them for use by the MMS messaging client when the MMS messaging protocols use SMTP and IMAP.

Review T2MS-010008 MM1_Mappings_v1.0_Seattle, by Vasilis (Openwave)

This document is a presentation of a messaging architecture based on existing IETF messaging protocols.

Rami (Comverse) believes that SMTP and IMAP should be an integral part of MMS, but doubts that it should be part of MM1.  WAP is already working on MM1 technical realization, and is far, far behind 3GPP specs.  Working on this technical realization will detract from the WAP work, which is already lagging.  We have serious concerns with using SMTP as the submission protocol for performance reasons.

Vasilis says that this is a complete technical specification, and if approved by T2 in the December timeframe, then 3GPP would have a complete, proven workable specification by 2002H1, one which can be implemented with existing SMTP and IMAP server products, slightly modified for 3GPP functionality.  Vasilis then read the Introduction of T2MS-010009 which explains why this SMTP+IMAP approach is complete, workable, and desirable.

Rami says that if we follow this approach, then vendors will have to support both the WAP and the SMTP and IMAP solutions.  There will be interoperability issues with operators that offer WAP-based solutions and operators that offer solutions based on SMTP+IMAP.  There will be no significant value provided by the SMTP and IMAP solutions.  This Openwave contribution does bring up a very good issue about IMAP providing all the necessary functions, but we believe that IMAP needs to be used correctly. We have tested IMAP in the lab and we see great inefficiencies.  This is why we prefer using HTTP to the handset and proxy the IMAP protocol, isolating the efficiencies behind the proxy gateway.

Ileana (ATTWS) says that it is expected that new phones will be deployed with new services; it is not an issue with operators to require new phones.

Vasilis says that the newest mobiles, ie: Ericsson T39, etc., have EMAIL clients (eg. SMTP, POP, etc.) already built in, for direct Internet submission and access.  So, not only does this validate our approach, but it makes it clear that vendors have no problem with embedding SMTP and IMAP clients.  Vasilis also says that MExE with Java includes a messaging interface, based on SMTP, POP, IMAP. Eventually, all the handset vendors will be conforming with the MExE requirements.

Ileana points out that all the future IMS phones will be IPv6 addressable, which will better enable applications, based on end-to-end connectivity.

Ilan (Comverse) points out that the cost of deploying handsets will affect the choice of messaging protocols.  

Alan agrees with this, and points out that our contribution is a technical realization that we believe is complete, workable, using proven scalable messaging protocols.  This reduces the cost and risk assumed by operators and solution vendors in creating MMS products and deploying them.  Nothing in our contribution prevents a continued effort on the WAP-based technical realization. Vendors and operators are free to continue working on a WAP-based solution.  Openwave has been contributing to the WAP specifications, and will continue to help.

Review of T2MS-010012, IMAP4/SMTP as a Basis for an MMS protocol, by Rami Neurdorfer (Comverse)

Rami presents the requirements for MMS in general and MM1 in particular, and cites several issues with IMAP and SMTP, making them unsuitable for MM1.  Further, Comverse sees no reason to divert effort away from the current WAP development to yet another MM1 technical realization. [Later response by Alan: Whether or not companies are working in the WAP Forum on a technical realization is not relevant to the 3GPP standardization effort.]
IMAP has no provision for content adaptation.  However, it does enable PC-based universal access.  It would be a good thing for universal access.  Perhaps a new reference point for universal access needs to be created, an “MM10”? [Alan: Content negotiation and adaptation can be accomplished with an extended IMAP command, “RCAPABILITY” which contain UAPROF Profiles and Profile-Diffs.]
IMAP is connection-oriented and requires that the session be maintained.  This will cause problems. [Alan: This is an implementation issue, and can be managed by careful implementations. There are also IETF I-Ds that make specific recommendations on how to deploy TCP applications for wireless environments.]
Comverse sees no need for a “2nd” set of MMS messaging standards (implying that WAP MMS are the 1st set of “standards”). [Alan: Openwave is responding to operator requests for an alternative technical solution for 3GPP MMS, especially in different regions of the world.  3GPP is about global partnerships – and giving interoperable solutions to the world-wide operators that form the partnership.  Further, Openwave’s proposed solution does not create any interoperability issues while addressing the need for an alternative.]
MM recall will require SMTP extensions [Alan: this is incorrect—cancels can be implemented with “administrative” messages, which are simply otherwise normal messages.  These administrative messages can be directed to the MMSEs (and not to a particular user), causing the MMSE components to implement the recall function.]
IMAP has no notification or “push” mechanism that works outside of a connection. [Alan: True; this is why OPWV proposes using the WAP/3GPP Push Architecture.]
Streaming is not supported by IMAP. [Alan: Not entirely true.  First, it is not appropriate to think of IMAP as a streaming transport. Second, the IETF VPIM WG recently published a standards-track I-D for an IMAP extension called “CHANNEL” which is intended precisely to initiate streaming playout of message components from within an IMAP session, but over a separate connection, typically RTP or RTSP.]

IMAP has no support for user profiles.  This would require a companion protocol to manage profiles. [Alan: IMAP is not being proposed as the complete MMS Relay/Server implementation – it is being proposed as a messaging access and forwarding protocol only.  Additional MMS semantics must be supplied by the MMS application (ie: X-Mms headers) of IMAP, not by IMAP itself.]

Vasilis says that, with our approach, MMS is pretty simple when you layer the MMS logic on many well-developed existing protocols: the MMS “application” is the tight integration of notifications with IMAP, transport of X-MMS headers within SMTP and IMAP within RFC822 messages, and subsequent action on those X-MMS headers by the MMS User Agent and the MMS Relay/Server.  There is not really anything else to MMS.

Ileana says that we should focus on solving MMS, and not trying to solve all problems.  We should try to see how much of the MMS can be supported with the existing protocols, and then see what kind of extensions are needed.

Rami explained why some operators have been asking for a standard billing protocol.  Vasilis says “what is the relationship of billing with MM1?”  Rami said “none, but it’s another problem that operators are worried about.”  Vasilis said “okay.”

Paul Reddy (Intel) asked if any review of XML-based transport protocols, especially those for messaging, like “Jabber”, have been accomplished?

Vasilis says that “Jabber” is not an Internet messaging standard.  3GPP prefers to reuse or standardize on existing standards, not on particular proprietary implementations.

Alan drew an MMS protocol stack on the board.  Soren contributed to the WAP side of it.  Alan created an ASCII representation of it, then Soren improved it and created an input document for discussion: T2MS-010019 (MMS Protocol Stacks).
Alan explained that the IMAP and SMTP protocols provide rich semantics which are otherwise absent in the stack, even with WAP206 and WAP209.  Given that several operators are demanding additional options, based on existing IETF protocols, other than WAP-based MMS solutions, there must be some alternative technical realization.

Vasilis says that the WAP206/209 stack is not in alignment with the current Stage 1 requirements, as our proposed usage of SMTP and IMAP.  He says that Openwave will continue to help the WAP Forum develop the WAP specs to the more recent 3GPP requirements and functional specs.

Vasilis asked which companies would be supportive of further work on improving the MM1 technical realization.  Vasilis points out that if we wish to have Release 5 Stage 2 be more completely in alignment with Stage 1, and enable operators to create new services within the year 2002, it should include this technical realization.

Robert (Intel) is supportive, in general, for business and technical reasons of using existing protocols, but would welcome further research into other emerging messaging technologies, such as those based on XML over HTTP.

Rami thinks that having SWG3 spend time on further work for a Stage 3 technical realization would be divisive, and detrack from the current work going on in making the WAP MMS specs the only successful implementation.

Vasilis said 3GPP is not doing WAP MMS work.

Reviewed T2MS-010004 (MM7 Scope), by Christian (Materna)

This document specifies the scope of CANCEL and REPLACE commands.

Rami doesn’t remember agreeing to canceling a read message.  He thinks this is a terrible idea.

A long discussion occurred on exactly how REPLACE works.  Since there is no current description, it’s difficult to discuss the functions.

Ileana will start an email discussion with other operators to get the requirements sorted out, and clearly defined.
Rami suggested that this is a Stage 1 issue.

Vasilis says that there are lots of interoperation issues with CANCEL between operators.  We agreed at the last meeting to limit the scope to intra-MMSE cancels.

It was agreed to try limiting the discussion on MM7 issues, and not involve MM4 interworking issues.

Reviewed T2MS-010010 VASP Clarification, by Christian (Materna)

Christian presented a summary of recent definitions of HE-VASPs (Home Environment VASPs) and VASPs (non-Home Environment VASPs).  The distinction is that HE-VASPS may be able to access additional services that are not available to VASPs.

It was generally agreed that definitions shared across specifications should be placed only in the 21.905 (where they already are), and not include them again in 23.140.

Randy (Motorola) says that the real issue is whether or not MMS should support two kinds of VASPs.

Christian will create a CR with a picture of where the VASP, HE-VASP fit, using MM3, MM4, and MM7, with some explanation.
Alan suggests that an appendix is needed that clearly shows how VASPs are to be used.  Rami says that this is precisely what their next contribution (#11) is about.

Thursday, August 16, 2001
Reviewed T2MS-010011, VASP Feature Guidelines, by Rami (Comverse)

Rami presented a paper that describes use cases of VASPs.  The document suggests that MM7 represents a messaging API for VASPs, and describes some of the functions needed by the API.  The kinds relationships between VASPs with MMSEs is also suggested, based on a “VASP Profile”.  The MM7 “API” described functions for: authentication, distribution lists, message status reporting, billing, prepaid and reply-charging support.  Then, detailed suggested API functions were suggested: open, close session; send, receive, query, delete message.

Vasilis asked what, exactly, the DSN (Delivery Status Notification) requirement will be used for (in the distribution list function).  Rami didn’t know.

Paul (Intel) suggested that since MM7 is a protocol, it might not be appropriate to describe it with an API, since this implies some app-specific environment and semantics.

Christian asked why not use an object-oriented network protocol for MM7, like XML-SOAP or CORBA?  [The presentation depicted using XML/HTTP with PAP]  Rami said that he didn’t understand the question.

Alan said that he appreciated reading some examples of what is envisioned for MM7, and suggested that more example use cases be provided.  This will help motivate the suggested MM7 functions, and give more context to evaluating their suitability.  Alan also agreed with Paul about the protocol vs. API issue.  It is correct to define MM7 as a network protocol with certain functions, but it is not correct to define an API on top of that, since the latter presumes some specific application, which hasn’t been agreed upon.  In fact, MM7 should be capable of fulfilling the needs of many VASP applications.

Rami asked that everyone read the document and contribute by email.
There was a discussion about how “close” the VASPs should be to the MMSE, in terms of service availability.

Someone asked what is the essential difference between MM3 and MM7?

Ileana pointed out that the MMBox functionality should also be made available through MM7.  Alan agreed: whatever functions we agree upon for MMBox should be available through both MM1 and MM7 (and possibly a subset through MM3).

Rami discussed the need for distribution list functionality in MM7.

Alan explained that the difficulty with distribution lists is that the user resolution is occurring through the non-standardized MM6 interface to the user databases.  Since MM6 is not standardized, VASPs have no consistent way of using distribution lists, and thus must maintain their own.  Each VASP will be maintaining its own distribution lists.  Thus, creating MM7 protocols for managing distribution lists is extremely difficult when those distribution lists are externally defined in a proprietary manner.

The document resolution was “noted.”

Reviewed T2MS-010018, MMPP (PAP+ Ideas), by Rami (Comverse)

Presents the idea of using PAP extensions as the transport protocol for MM7. It is about to be approved as the 3GPP Push protocol. Even though WAPF created PAP, there is nothing “WAPy” about it: no WSP, WTP, etc.  This makes it very suitable for MM7.

Vasilis pointed out that PAP was the replacement for SMPP, and this was the basis for its functions.

Reviewed T2MS-010014, Notification Protocol, by Rami (Comverse)

Presents a Simple Notification and Alarm Protocol (SNAP), that is an IETF draft standard.

Noted.

Reviewed T2MS-010009, MMS MM1 Technical Realization using Existing IETF Messaging Standards, by Vasilis Polychronidis (Openwave)

This document describes how the current (& future) Stage 1 requirements and 2 functional specs can be fulfilled by using existing IETF messaging standards: SMTP, IMAP, and the WAP/3GPP Push.

Vasilis noted that the references are not up to date.  A separate CR is needed to update the references.
An LS is needed to identify the USIM items need for MMS.
Rami suggested that there should be a security chapter explaining the problems of hop-by-hop security vs. end-to-end security.

Openwave will work with Motorola (Soren) to update RFC2192 with greater detail, and publish an updated I-D.
Vasilis emphasized that SMTP and IMAP are not being used to create an email system within MMS; the SMTP and IMAP protocols are being used to accomplish MMS functions.  The MMS usage of SMTP is for specific MMS functions.  The MMS usage of IMAP is for specific MMS functions.  The protocols are standard, but the server and client behavior is entirely MMS – not email.

Ilan (Comverse) asked about the IMAP extension “RCAPABILITY” causing a change in existing IMAP clients & servers.

Vasilis said that this contribution is about using and adapting IMAP and SMTP for the MMS application; this extension has nothing to do with existing email services based on IMAP.

Ileana, from the operator point of view, thinks that optimization is important, but only after there is a working solution in place, from which information based on real usage is available on which to base the optimization.  Ileana says that it appears that the WAP solution, while it may be adopted by the mobile handsets, does not appear to be accepted by PDAs or other mobile devices.  Thus, it appears that another technical realization is needed.

Paul (Intel) says that the next generation PDAs and mobile devices will have a lot in common with today’s mobile phones: they’ll have combined communications and processing on the same chip, and this will drive the market convergence of PDAs and mobile phones.

Soren (Motorola) says that IMAP pipelining has limits, because some commands have dependencies on the previous results.  Alan says that the only place where we are thinking of pipelining right now is with “RCAPABILITY” with “FETCH”, when content negotiation is desired.  In this case, the dependency of FETCH upon the RCAPABILITY is no problem, since the FETCH command has no arguments that are obtained from the results of the RCAPABILITY command.

Ileana suggests that a “Best Practises” Report be contributed on what IMAP commands should be implemented for MMS functionality.
Openwave, Intel and Schlumberger-Sema will collaborate on an end-to-end message flow description, possibly to be added as an appendix.
A conference call for next week has been suggested.  Several companies agreed. Openwave will organize the conference call and publish details to the participant list.

Reviewed T2M010062, The scope of MMS in USIM, by David Smith (ATTWS)

David explained the use cases.

Vasilis explained that use case 1 is not right.  It doesn’t apply to existing Stage 3 implementations.

Use case 2 describes the need to place some MMS access point information into the USIM.

Reviewed T2M010072, MMS and USIM, by Andreas (Siemens)

Describes the MMS attributes that are needed for storage on the USIM.

Vasilis thinks that storing parts or all of MMs on a USIM is a good idea.

Randy asked if there is a mechanism to limit the size of MMs coming to the mobile terminal.  The answer was UAPROF can do this.  (It is another question of whether or not UAPROF will be correctly deployed to enable this).

David (ATTWS) says that USIM file sizes are currently limited to 65K.  This makes it impractical to store large objects.  Indicating in the LS the expected message sizes might help avoid “ping pong” LS’es.

Randy asks if David Smith could explain a little about T3, what is a USIM, what is a UICC, and what kinds of activities are occurring within T3?

Ileana put up a slide, which displayed the logical structure of the SIM/USIM card, with lots of acronyms:

SCP – Smart Card Project, a joint project with ETSI T3.  Chartered with developing interfaces to smart cards for more than telecomm; banking requirements are a big focus right now.  

GSM 11.11 (cmds & app protocol) and GSM 11.14 (logical,cmds) are SIMCard specs.

3GPP 31.111 (logical, cmds) is USAT – USIM Application Toolkit.

GSM 11.14 is SAT – SIM App Toolkit

GSM 11.11 is SIM – SIM application.

TS 102.222 is USIM app admin cmds

3GPP 31.102 is USIM App commands and app protocol.

TS 102 CAT (not released) is the Card App Toolkit logical, commands

EMV (European MasterCard/Visa) is creating a USIM app.

WIM (WAP Identity Module) is a specification for a WAP app on the USIM.

There is no protocol between apps stored on the USIM, so there is no way to share data between the apps on the USIM.

ISO 7816 allows for 4 logical “channels” to the SIM/USIM, each of which has their own security environment.  This makes sharing data between apps on different channels an interesting problem; security is a hot issue right now.

Randy: isn’t it possible to put an MMS application in the UICC?  [yes].  Is there an issue with access time?

David: there can be, depending upon the app.  The current usage of the USIM doesn’t have real-time constraints.  But, there is work going on to improve the current access times.

There is also an issue with parallelism implied by using the 4 channels simultaneously, but a command issued over a channel must be responded before attempting to issue a command on another channel because the commands are untagged and must be processed serially.

There was a discussion about message size limits, which Vasilis said is not relevant – even SMS does not mandate a total number of messages on a phone (ie: total storage size).

Alan suggested that the issue is not about size limits, but providing additional information about average message sizes.  In other words, the LS should be improved with additional information, such as the average MM size, or the expected range of MM sizes, the size of a notification, the size of delivery and read-reply reports.  Without this information, T3 cannot be expected to give us meaningful advice on storing these objects within the USIM.

David agreed.  Without information like this, T3 will send an LS back asking for more information.

How large is a notification?  How large are delivery and read-reply reports?  Vasilis suggested sending an email to the SWG3 asking these questions.

When is the next T3?  The 1st week of September in Marseilles.

Vasilis: The Submission attributes list should be enhanced with a column indicating which items should have default values in the local storage on a USIM.

Ileana suggests that we follow up with some email contributions and a conference call, if we cannot finish this evaluation in this meeting.

Randy will refine the LS and submit it to the list.
Reviewed T2MS-010019 (MMS Protocol Stacks), by Soren (Motorola)

Soren describes the WAP and proposed MMS protocol stacks diagram.

There was a discussion as to whether or not to place a “+” on the SMTP and IMAP.

Vasilis convinced Soren that the protocols are actually not extended, but that it was an adapted usage of both standard SMTP and IMAP.  The higher layer is using the standard protocol for MMS-specific usage.

It was asked if SMS could be used; the “non-IP” part incorporates this possibility.

The updated document will be distributed.

� Windowing is the ability of retrieving a partial listing, since the mobile devices may not have sufficient capacity to contain an entire listing.  This includes the function of resuming a previous partial listing.


� Certain fields (columns) should be selectable for the sorting function.  Some fields should be selectable or omittable from the listing.


� Search criteria can include “New messages”, “Unread messages”, Subject, Sender, Date, Priority, and by attachment type: fax, voice, image, text.


� Information on the folder contents: the size of the folder in bytes and messages, the number of each kind of messages: faxes, voice messages, text messages, images, etc.


� This will be a Rel-6 item, possibly removing the need for setting the individual search & sorting parameters.





